Requirements Catalogue: Customer Relationship Management (CRM) Solution – The National Archives (TNA)
APPENDIX A – FUNCTIONAL AND TECHNICAL REQUIREMENTS
FUNCTIONAL REQUIREMENTS
	REF.
	MODULE
	DESCRIPTION OF REQUIREMENT
	PRIORITY
	B2C
	B2B
	NOTES
	Supplier Response – Requirement Fully/ Partially/ Not Met & Explanation

	F1
	Customer Database
	The ability for users to create new contact records and update existing contact records in the database via a simple User Interface.
	Mandatory
	(
	(
	The ability for a system user to create or update a contact record in the database would be controlled by user permissions.  These are explained further in Appendix A (3).

For a B2C contact record to be created or updated, the following mandatory information would be required: Email Address.

For a B2B contact record to be created or updated, the following mandatory pieces of information would be required:  Title, First Name, Surname, Organisation.
Failure to input any of the above information would prevent a new contact record from being created or an existing one being updated and the system user would be presented with an error message.
	

	F2
	Customer Database
	The ability for users to create new contact records and update existing contact records in the database via batch data imports.
	Mandatory
	(
	(
	The ability for a system user to carry out batch data imports would be controlled by user permissions.  These are explained further in Appendix A (3).
	

	F3
	Customer Database
	The ability for users to create new contact records and update existing contact records in the database via online data capture/sign up forms.
	Mandatory
	(
	(
	These forms would be published on the National Archives public website – www.nationalarchives.gov.uk
	

	F4
	Customer Database
	The ability for users to archive existing contact records in the database via a simple User Interface.
	Mandatory
	(
	(
	This scenario may occur when an existing contact is no longer ‘active’ and their contact record needs to be hidden from day-to-day view.  Essentially, the contact record would be de-activated without being deleted.  

The ability for a system user to archive an existing contact record in the database would be controlled by user permissions. These are explained further in Appendix A (3).
	

	F5
	Customer Database
	The ability for users to search for, and view, existing contact records in the database via a simple User Interface.
	Mandatory
	(
	(
	Where a match is found, the user would be able to view the contact record in question via a simple link on the User Interface.

Where more than one possible match is found, the user would be presented with a list of contact records from which to choose.  Again, the user would be able to view the contact record in question via a simple link on the User Interface.

Where no match is found, the user would be given the opportunity to create a new contact record.

To search for an existing B2C contact, system users need to be able to use a combination of the following pieces of information: Title, First Name, Surname, Email Address, Address Line 1, Address Line 2, Address Line 3, Town/ City, County, Postal Code, Country, Subscription, Permissions. 

To Search for an existing B2B contact, system users need to be able to use a combination of the following pieces of information: Title, First Name, Surname, Email Address, Address Line 1, Address Line 2, Address Line 3, Town/ City, County, Postal Code, Country, Job Title, Telephone Number, Mobile Phone Telephone Number, PA/ Alternative Contact Name, PA/ Alternative Email Address, PA/ Alternative Telephone Number, Organisation Name, Account Manager, Subscription, Permissions.
	

	F6
	Customer Database
	The ability for users to create new organisation records and update existing organisation records in the database via a simple User Interface.
	Mandatory
	(
	(
	The ability for a system user to create or update an organisation record in the database would be controlled by user permissions.  These are explained further in Appendix A (3).

For an organisation record to be created or updated, the following mandatory pieces of information would be required: Organisation Name, Organisation Category.

Failure to input any of the above information would prevent a new organisation record from being created or an existing one being updated and the system user would be presented with an error message.
	

	F7
	Customer Database
	The ability for users to create new organisation records and update existing organisation records in the database via batch data imports.
	Mandatory
	(
	(
	The ability for a system user to carry out batch data imports would be controlled by user permissions. These are explained further in Appendix A (3).
	

	F8
	Customer Database
	The ability for users to link existing contact records with existing organisation records in the database.
	Mandatory
	(
	(
	This would allow system users to identify which contacts work for which organisations.

The ability for a system user to link a contact record with an organisation record would be controlled by user permissions. These are explained further in Appendix A (3).  
	

	F9
	Customer Database
	The ability for users to change the links between existing contact and Organisation records in the database.
	Mandatory
	(
	(
	This scenario would occur when an existing contact moves from one organisation to another and would allow a system user to link the contact record to the new organisation without the loss of any existing information related to that contact.

The ability for a system user to change links would be controlled by user permissions. These are explained further in Appendix A (3).  
	

	F10
	Customer Database
	The ability for users to generate ‘target lists’ of contact records in .csv or .xls format using pre-defined selection criteria.
	Mandatory
	(
	(
	System users will need to export lists of contacts for the purpose of, for example, generating group emails.

Pre-defined selection criteria would be set up to reflect common selection criteria and would allow system users to generate such lists ‘at the click of a button’. System users would also be able to specify the output of a target list.

The ability for a system user to generate target lists would be controlled by user permissions. These are explained further in Appendix A (3). 
	

	F11
	Customer Database
	The ability for users to create new selection criteria for the generation of ‘target lists’ in .csv or .xls format.
	Mandatory
	(
	(
	System users may need to create new selection criteria ‘on the fly’ for the generation of less common, one-off or specialised smaller target lists.

The ability for a system user to create new selection criteria would be controlled by user permissions.  These are explained further in Appendix A (3).
	

	F12
	Customer Database
	The ability for users to create information about business meetings via a simple User Interface.
	Mandatory
	(
	(
	This would allow system users to save information in the database about business meetings they have with a contact and to associate this information with that contact.

Typical information saved would be date of meeting, purpose of meeting, free text notes and link(s) to associated documentation in Objective (The National Archive’s Electronic Document and Records Management system).

The ability for a system user to create information about business meetings would be controlled by user permissions. These are explained further in Appendix A (3).

For a list of proposed fields related to business meetings, see Appendix A (4).
	

	F13
	Customer Database
	The ability for users to amend information about business meetings via a simple User Interface.
	Mandatory
	(
	(
	This would allow system users to change information already saved in the database about business meetings they have had with a contact (e.g. adding extra meeting notes, flagging follow-on actions).

The ability for a system user to amend information about business meetings would be controlled by user permissions. These are explained further in Appendix A (3).  
	

	F14
	Customer Database
	The ability for users to search for, and view, information about business meetings via a simple User Interface.
	Mandatory
	(
	(
	
	

	F15
	Customer Database
	The ability for users to view information about business meetings allocated to them via their Microsoft Outlook Calendar.
	Mandatory
	(
	(
	When a business meeting record is created or updated to flag a follow on action (e.g. a subsequent meeting or phone call), the action should be flagged automatically in the relevant system user’s Microsoft Outlook calendar.
	

	F16
	Customer Database
	The ability for users to create new database fields and amend existing database fields.
	Mandatory
	(
	(
	An administrative task that would allow new fields to be created and existing ones to be amended in the database (when new business requirements arise).

The ability for a system user to create or amend database fields would be controlled by user permissions. These are explained further in Appendix A (3).  
	

	F17
	Customer Database
	The ability for users to create new system user profiles and amend existing system user profiles.
	Mandatory
	(
	(
	An administrative task that would allow new system users to be set up in the system and existing ones to be amended.

The ability for a system user to create or amend user profiles would be controlled by user permissions. These are explained further in Appendix A (3).  
	

	F18
	Customer Database
	The ability for users to generate emails in Microsoft Outlook directly from a contact record.
	Desirable
	(
	(
	When viewing a contact record in the system, a system user should be able to generate a new email to that contact ‘at the click of a button’.
	

	F19
	Customer Database
	The ability for users to create pre-formatted reports using existing, pre-defined criteria. 
	Mandatory
	(
	(
	The use of pre-defined criteria and pre-formatted reports would allow common reports to be generated accurately and in a consistent format ‘at the click of a button’.

The ability for a system user to create such reports would be controlled by user permissions.  These are explained further in Appendix A (3).  
	

	F20
	Customer Database
	The ability for users to amend existing, pre-defined report criteria.
	Mandatory
	(
	(
	The ability for a system user to amend existing, pre-defined report criteria would be controlled by user permissions.  These are explained further in Appendix A (3).  
	

	F21
	Customer Database
	The ability for users to create and save new report criteria.
	Mandatory
	(
	(
	System users may need to create new report criteria ‘on the fly’ for the generation of less common or one-off reports.

The ability for a system user to create new report criteria would be controlled by user permissions. These are explained further in Appendix A (3).  
	

	F22
	Email Marketing
	The ability for users to send html email content to selected customers at a specified date and time.
	Mandatory
	(
	(
	
	

	F33
	Email Marketing
	The ability for users to track the effectiveness of each email sent.
	Mandatory
	(
	(
	This would require information such as delivery rates, open rates, click through rates and unsubscribe rates.
	

	F34
	Email Marketing
	The ability for customers to unsubscribe from further communication when receiving an html email (and for their database record to be automatically updated accordingly). 
	Mandatory
	(
	(
	
	

	F35
	Email Marketing/ Customer Database
	The ability for customer database records to be automatically updated to record the date and time of any html email that is sent to them.
	Mandatory
	(
	(
	
	

	F36
	Customer Database
	The ability for users to archive existing user profiles.
	Mandatory
	(
	(
	The ability for a system user to archive user profiles would be controlled by user permissions.  These are explained further in Appendix A (3).
	

	F37
	Customer Database/ Email Marketing
	The ability for users to view a dashboard on the homepage of the system giving the user the option to personalise what appears on ‘their’ page.
	Desirable
	(
	(
	The dashboard may display recent reports, recent/saved searches, last five records viewed, forthcoming meetings etc. specific to the user.
	

	F38
	Email Marketing
	The ability for users to specify the sender email address on outgoing bulk emails.
	Mandatory
	(
	(
	
	

	F39
	Email Marketing
	The ability for a customer to manage their own subscription preferences.
	Desirable
	(
	(
	An example would be where a customer has multiple subscriptions to e-newsletters and this would be a place where the customer could view all their subscriptions and opt in/out of these ‘at the click of a button’.
	

	F41
	Email Marketing
	The ability for users to test the relative performance of various elements of email communications, such as subject line, content type or day of the week.
	Mandatory
	(
	(
	This would allow users to identify what works best and to refine future bulk emails accordingly. 
	

	F42
	Email Marketing
	The ability for users to identify customers who have not opened or acted on mailings within a specified period.
	Mandatory
	(
	(
	
	


TECHNICAL REQUIREMENTS
	REF.
	MODULE
	DESCRIPTION OF REQUIREMENT
	PRIORITY
	B2C
	B2B
	NOTES
	Supplier Response – Requirement Fully/ Partially/ Not met & Explanation

	T1
	Email Marketing/ Customer Database
	User Interfaces must comply with the National Archives’ web style guidelines and User Interface accessibility standards.
	Mandatory
	(
	(
	These are explained further in Appendix A (6).
	

	T2
	Email Marketing/ Customer Database
	Users must have their own personal login.
	Mandatory
	(
	(
	A desirable feature would be to have a remember me/ remember my password feature so that if a user is using the system throughout the day, whenever they are logged out/timed out of the system, it only takes ‘one click’ to log back in to the system. 
	

	T3
	Email Marketing/ Customer Database
	There must be the ability to configure multiple user profiles.  Each user would be assigned one of these profiles which would control their access to the system. 
	Mandatory
	(
	(
	
	

	T4
	Email Marketing/ Customer Database
	The solution must be capable of supporting 20 concurrent users for the purposes of initial implementation.  To support future business growth, it must be able to support 50+ concurrent users.


	Mandatory
	(
	(
	
	

	T5
	Customer Database
	The database must be capable of managing 250,000 contact records and their associated transactions for the purposes of initial implementation. To support future business growth, it must be able to operate effectively at a size of 350,000 customer records and their associated transactions.
	Mandatory
	(
	(
	
	

	T6
	Customer Database
	There is a need to have configurable data validation rules on relevant database fields to control data quality at the point of entry.
	Mandatory
	(
	(
	Example - Email format validation: no spaces, must include a single ‘@’, at least one ’.’ after the ‘@’ with at least one character either side and at least one character before the ‘@’.
	

	T7
	Customer Database
	All data added to the customer database must pass through a configurable de-duplication process at the point of entry to minimise the possibility of record duplication.
	Mandatory
	(
	(
	This may be via a large batch import of data through to a single customer submitting details through a sign-up form on the National Archives public website.
	

	T8
	Customer Database
	All changes to data must be auditable by user, date and time. 
	Mandatory
	(
	(
	
	

	T9
	Customer Database
	There must be the facility to make global database edits.
	Mandatory
	(
	(
	
	

	T10
	Customer Database
	The system must integrate with Microsoft Outlook.
	Mandatory
	(
	(
	Refer to Functional Requirements F15 and F18.
	

	T11
	Email Marketing/ Customer Database
	The system must automatically log a system user out of their session after a set time of inactivity.
	Mandatory
	(
	(
	
	

	T12
	Customer Database
	It is necessary that the CRM database ‘module’ is flexible and scalable to support future changes and improvements to The National Archive’s IT infrastructure and its business applications.

To integrate with existing applications and business activities the customer database ‘module’ should:
· Run on the Microsoft .NET Framework.

· Have documented API which could be used from external applications.

· Support Import/Export from/to MS SQL Server 2000/2005/2008.
· Use Web Services.
	Desirable
	(
	(
	The National Archive’s web site hosts several web applications which provide customers with facilities to create and maintain their account data and place electronic orders for different services.

All payment transactions are processed through a Royal Bank of Scotland payment gateway of which the data is kept in an e-commerce database. Various back office systems support different business functions for handling customers’ accounts, orders, and transactions.
Implementing a CRM solution should provide a set of applications and services which will integrate disparate databases and applications and improve visibility of customer information across all current/ future systems. The solution should be based on a Microsoft .NET Framework using Web Services, Enterprise Service Bus, application adapters (for legacy applications) and technologies such as Windows Communication Foundation (WCF), Windows Identity Foundation (WIF) and Microsoft Entity Framework.
See Appendix A (5) for further detail of The National Archive’s IT Infrastructure.
	

	T13
	Email Marketing
	The system must be able send out 250,000 + e-newsletters at a size of up to 500kb within a 24 hour period. 
	Mandatory
	(
	(
	
	

	T14
	Email Marketing/ Customer Database
	The National Archives is open to considering a fully hosted solution, although all data must be held within the European Union, preferably within the United Kingdom.
	Mandatory
	(
	(
	The National Archives and its delivery chains must adhere to all mandatory HMG security requirements as defined in the Security Policy Framework (SPF) http://www.cabinetoffice.gov.uk/media/207318/hmg_security_policy.pdf
The system will store protectively marked information and as such must be compliant with HMG data handling and data protection requirements.  More information can be found here: http://www.cabinetoffice.gov.uk/media/65948/dhr080625.pdf
It is likely that personnel with access to HMG protectively-marked data will need to hold a minimum clearance of Baseline Personnel Security Standard (BPSS) and those with privileged or administrative access will need Security Check clearance (SC) as a minimum requirement.  More information can be found here: http://www.cabinetoffice.gov.uk/spf/sp3_ps.aspx
	

	T15
	Customer Database
	It is desirable that the CRM database ‘module’ integrates with applications and business activities through a Service Oriented Architecture (SOA).
	Desirable
	(
	(
	See also technical requirement #T12 and Appendix A (5).
	

	T16
	Customer Database
	A unique reference should be assigned automatically to each new customer record upon creation in the database.
	Mandatory
	(
	(
	
	

	T17
	Email Marketing/
Customer Database
	The language required for the system is English (UK).
	Mandatory
	(
	(
	Note – We will also need to be able to capture data in other Western European languages (e.g. French, German, and Spanish).
	

	T18
	Customer Database
	The system must be able to store links to documents to the Objective file management system within a customer record (not to attach the document itself)
	Mandatory
	(
	(
	
	


APPENDIX A (1) – Customer Database Module: PROPOSED CONTACT DATA
	REF.
	Field Name
	Field Type
	B2C
	B2B
	Notes

	1
	Title
	Lookup
	(
	(
	

	2
	First Name
	Free Text
	(
	(
	

	3
	Surname
	Free Text
	(
	(
	

	4
	Email Address
	Free Text
	(
	(
	

	5
	Address Line 1
	Free Text
	(
	(
	Must allow for multiple addresses for each Contact.

	6
	Address Line 2
	Free Text
	(
	(
	Must allow for multiple addresses for each Contact.

	7
	Address Line 3
	Free Text
	(
	(
	Must allow for multiple addresses for each Contact.

	8
	Town/City
	Lookup
	(
	(
	Must allow for multiple addresses for each Contact.

	9
	County
	Lookup
	(
	(
	Must allow for multiple addresses for each Contact.

	10
	Postal Code
	Free Text
	(
	(
	Must allow for multiple addresses for each Contact.

	11


	Country
	Lookup
	(
	(
	Must allow for multiple addresses for each Contact.

	12
	Job Title
	Free Text
	(
	(
	Must allow for multiple job titles per contact.

	13
	Job Category
	Lookup
	(
	(
	Must allow for multiple job categories per contact.

	14
	Telephone Number
	Free Text
	(
	(
	Allow for telephone extensions to be added.  This should have some data validation relating to inputting of telephone numbers. 

	15
	Mobile Telephone Number
	Free Text
	(
	(
	

	16
	PA/Alternative Contact Name
	Free Text
	(
	(
	PA = Personal Assistant

	17
	PA/Alternative Email Address

	Free Text
	(
	(
	PA = Personal Assistant

	18
	PA/Alternative Telephone Number
	Free Text
	(
	(
	PA = Personal Assistant

	19
	Organisation Name
	Lookup
	(
	(
	

	20
	Account Manager
	Lookup
	(
	(
	The name/s of the National Archives staff member/s who has/have the relationship with the contact. Must allow for multiple Account Managers contacts.

	21
	Subscriptions n
	Y/N 
	(
	(
	Allows the system user to associate the contact with one or more subscriptions. 

	22
	Permissions n
	Y/N 
	(
	(
	Allows the system user to identify which method(s) of communication the contact has ‘opted in’ to (e.g. email, telephone). 

	23
	Spare Field n
	Free Text
	(
	(
	

	24
	Spare Field n
	Lookup
	(
	(
	

	25
	Spare Field n
	Date/Time
	(
	(
	

	26
	Spare Field n
	Y/N 
	(
	(
	


APPENDIX A (2) – Customer Database Module: PROPOSED ORGANISATION DATA
	REF.
	Field Name
	Field Type
	B2C
	B2B
	Notes

	1
	Organisation Name
	Lookup
	(
	(
	

	2
	Organisation Category
	Lookup
	(
	(
	Must allow for multiple Organisation categories.

	3
	Organisation Website Address
	Free Text
	(
	(
	

	4
	Organisation Email Address
	Free Text
	(
	(
	

	5
	Address Line 1
	Free Text
	(
	(
	

	6
	Address Line 2
	Free Text
	(
	(
	

	7
	Address Line 3
	Free Text
	(
	(
	

	8
	Town/City
	Lookup
	(
	(
	

	9
	County
	Lookup
	(
	(
	

	10
	Postal Code
	Free Text
	(
	(
	

	11
	Country
	Lookup
	(
	(
	

	12
	Account Manager
	Lookup
	(
	(
	The name of The National Archive’s staff member who is the Account manager with an Organisation. Must allow for multiple Organisation Account Manager’s when necessary.

	13
	Volume of Records
	Free Text
	(
	(
	For example, the number of records a government department holds.

	14
	Spare Field n
	Free Text
	(
	(
	

	15
	Spare Field n
	Lookup
	(
	(
	

	16
	Spare Field n
	Date/Time
	(
	(
	

	17
	Spare Field n
	Y/N 
	(
	(
	


APPENDIX A (3) – CUSTOMER DATABASE ‘MODULE’: PROPOSED SYSTEM USER PERMISSIONS (B2B ORGANIASTION/ CONTACT RECORDS EXAMPLE)
7-
	REF.
	Category
	Description

	1
	Basic User (Multiple users)


	‘View only’ rights.  Can search for, and view, existing Organisation contact records.  

	2
	Standard User (Multiple users)
	As Basic User, plus:

Can amend existing Organisation and contact records.  Can create new Organisation and contact records. Can link contact records with Organisation records. Can amend target list selection criteria.  Can create new target list selection criteria.  Can create and amend meeting notes. Can generate target lists.  Can generate reports.

	3
	System Administrative User (Likely x1 per Department).
	As Standard User, plus:

Can change links between contact records and Organisation records.  Can amend report criteria.  Can create new report criteria. Can carry out batch data imports.  Can archive existing contact records.  Can archive existing Organisation records.  Can delete existing target list selection criteria.  Can delete existing report criteria.  Can create, amend and archive system user profiles.   Can create, amend and maintain database fields.  Can archive Organisation and contact records.  Can amend User Interfaces.


A4PPENDIX A (4) – Customer Database ‘Module’: B2B Meeting Communications
	REF.
	Field Name
	Field Type
	Mandatory
	Notes

	1
	Type of Communication/ Interaction
	Lookup
	Yes
	Lookup examples may include: Conference, face to face, ‘tele’ conference or video conference (to be defined).

	2
	Date
	Date/ Time
	Yes
	

	3
	Time
	Date/ Time
	No
	

	4
	Meeting with
	Lookup
	Yes
	

	5
	Purpose of meeting
	Free text
	Yes
	

	6
	Notes
	Free Text
	No
	

	7
	Links to associated documents in Objective
	N/A
	No
	

	8
	Follow Up Actions
	N/A
	No
	Ideally an interface with MS Outlook would facilitate this.


APPENDIX A (5) – An Overview of TNA’s Information and Communication Technical Environment as at August 2009
The National Archives information technology environment is summarised below.  Versions of software are correct at the time of writing however will be updated as requirements dictate.  Any application or technology must co-exist with current and future upgrades of all the hardware and software listed.

A. National Archives Topology

The National Archives is located across 4 sites:

· Kew (850 PCs)

· Remote warehousing facility in Cheshire (2 PCs).

· Norwich (5 PCs)

· 102 Petty France, London (50 PCs)

Our main corporate network is available across all sites, and supports staff user logon and internal applications.  It is on the Government Secure Intranet and is therefore subject to the GSi Code of Connection, which imposes requirements in terms of Internet connectivity, delegation of administration tasks, and security practices.  We additionally have other networks to support other requirements:

· A Web Services infrastructure supporting our public websites and applications, and separated from our Corporate network by firewalls.

· A separate  web services infrastructure connected to the Government Secure Intranet, storing material protectively marked up to RESTRICTED level under the HMG Protective Marking scheme, for publishing data to other government departments

The remote sites are connected to the main data centre at Kew by:

· 128Kb link (Cheshire)

· 2Mb Leased Line (Norwich)

· 100Mb LAN Extension (Petty France)

We also support SSL VPN for members of TNA staff to access our systems remotely.

B. Operating system

The National Archives is currently using MS Windows XP Professional clients and Windows Server 2003 for servers. Both server and desktop systems are regularly patched with publicly available updates according to a published schedule, and we expect any third party software to work with the current version of Windows including any hotfixes.

C. Infrastructure Hardware

· HP Servers (generally DL series servers, and mostly DL360/DL380s)

· Network Appliance FAS3000 Series Clustered Storage Systems.  Large collections of network data are generally stored on these systems, which support full Windows CIFS file sharing (UNC paths of the style \\servername\sharename).

· Network infrastructure is based on Clustered Nortel 8600 Passport Layer 3 Core Switches with Nortel Baystack edge switches for LAN connectivity and Cisco 2600 routers for connection to WAN / Internet.  The network backbone is Gigabit Ethernet, with RJ45 connections to devices.

· Clustered EAL 3+ accredited firewalls with a mixture of vendors which limit connectivity outbound as well as protecting our networks from the Internet.

· Digital Archive applications running on Solaris / Unix  

· Wireless LAN Connectivity for the public, cabled to a public segment on our firewall cluster.

· Ericsson MD110 Telephony switch

D. Database & Applications software

· Microsoft Windows Server 2003

· Microsoft SQL Server 2000 clusters with databases currently being migrated to SQL 2005/SQL 2008 clusters.

· Veritas NetBackup, including NDMP and MS Exchange agent

· HP OpenView Operations and HP Network Node Manager

· McAfee VirusScan

· Microsoft Exchange 2007
· Scanmail for Exchange

· Microsoft ISA Server 2004 and 2006 Enterprise Edition

· Microsoft IIS 6 Load Balanced Clusters

· .NET framework versions utilised on client and server machines v1.1, v2.0, v3.5

· Some systems run on Apache HTTPD Server and Apache Tomcat, though our inhouse skillset is minimal in this area, so systems which utilise our much better supported resilient IIS infrastructure are strongly preferred.

· Autonomy IDOL Server for indexing web content

· Objective Electronic Document and Records Management System

· Microsoft SMS 2003 migrating to SCCM

· Websense Enterprise 5.5 with Websense Email Security

E. Client Hardware and Software

The desktop computers comprise a mixture of around 900 HP/Compaq P4s amounting to 900 in total. They run:

· Microsoft Windows XP Professional

· Microsoft Office 2007

· Microsoft Outlook 2007

· McAfee Virus Scan Enterprise

· Microsoft Internet Explorer 6 and 7

· McAfee E-Policy Orchestrator 3.5

· A variety of specialist applications depending on user needs

The National Archives has implemented a standard build desktop.

F. Scanning

For scanning TNA uses Canon Multi-Functional Devices.
G. Specialist bespoke or package applications

Specialist bespoke or package applications utilised in the TNA are detailed below.

 

	System
	Description

	Objective
	EDRMS system

	Documents On Line
	Digital image system enabling the public to order images over the Internet

	The Catalogue
	National Archives bespoke catalogue of its archival holdings

Includes Verity VDK version 2.7

	Doris
	National Archives bespoke archival holdings ordering and warehousing system

	Ciphr Net
	National Archive’s Personnel system. 

	Sun Financial Management System
	

	HardCat Asset Management System
	Version 3.21N

	Records management registered file database
	An MS Access 2000 database containing 34163 records to the paper-based files.

	Narnia
	National Archives Inranet


Apart from the above there are currently 200 different applications in use at the National Archives.

H. Other ICT Services

Additional ICT Services are provided at the boundary by external companies:

Our corporate network connects to the Government Secure Intranet (GSi) and through their managed proxies, to the Internet.

Messagelabs Email Virus Scanning service is utilised to provide an extra level of virus protection in addition to Trend ScanMail.  The Messagelabs anti-spam service is also used to reduce the amount of unsolicited bulk and commercial email received by TNA staff.

I. Other Requirements which should be considered by suppliers

We are bound by the GSi Code of Connection, as well as generally following best practices.  This means that client software must not require administrative rights for any of their functionality other than the initial installation.

The Internet connectivity from our Corporate network is limited because of the GSi Connectivity, thus any requirement for connections to systems over the Internet should be declared early so that we can confirm if they will be possible.  Our web infrastructure (for external facing applications which do not hold restricted data) is less restricted.  All network segments require that connections to the Internet can be directed by the application through an HTTP Proxy server.

Remote access to systems on our Internal Corporate network is forbidden.

An SMTP server is available on all networks for the purpose of sending emails.

Standalone server applications are expected to run as a Windows Service, and interact fully with the Windows Service Control Manager.  Applications which require servers to be logged in are not accepted.

A shared SQL High Availability infrastructure is available, and we expect applications to store their data on this infrastructure, rather than a locally installed instance of SQL server.

Web-based services would be expected to run in IIS, and are likely to be installed alongside other applications, so should not be expected to sit in the default website.  We would ideally prefer to install all web applications to our load-balanced IIS infrastructure, so that they benefit from the resilience inherent in that infrastructure.  Installation to this infrastructure means that data must not be written by web applications to the local web server, but must instead be stored at a central UNC path (on our Storage System) or to a shared SQL database,

Applications that make use of Active Directory authentication for user access as well as database access are preferred as this lowers the overhead of user administration for our staff.

All systems should conform to current Government Accessibility guidelines, and with provisions of the Disability Discrimination Act.

We expect servers to be housed in our Server room, and reserve the right to install applications on shared servers which may also be VMWare virtual servers.

We expect full step-by-step installation instructions which would allow us to reinstall an application from scratch without further assistance.

APPENDIX A (6) – TNA’s WEB AND USER INTERFACE GUIDELINES
Guidelines for Externally Provided Web Systems

	Date
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	001.0
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Introduction

Accessibility

· The National Archives (TNA) adheres to version 2.0 of the Web Content Accessibility Guidelines.
· New developments must conform to AA (Double-A) of the W3C Web Content Accessibility Guidelines.
· Where interactive elements (such as AJAX or Flash) or scripting are used, every effort must be made to make them accessible or an alternative accessible version must be provided.

· The Web team at TNA will review the website/system for accessibility.

Coding standards

· Websites/systems must be developed to work at 1024x768 screen resolutions and higher.

· All important content (such as navigation) should be visible in 1024x768 screen resolution.

· Websites must be built using XHTML1.0 transitional, utilise CSS (not inline styles) and follow industry best practice.
· All HTML documents (including HTML generated by ASP or code components) must include a DOCTYPE directive on the first line and must validate using the W3C online validation service http://validator.w3.org/. TNA’s current DOCTYPE is <!DOCTYPE html PUBLIC "-//W3C//DTD XHTML 1.0 Transitional//EN" "http://www.w3.org/TR/xhtml1/DTD/xhtml1-transitional.dtd">.
· All audio and appropriate video must be presented with transcripts.

· Web pages should also be available as print-friendly versions.

· TNA will supply a list of Browsers in which the product must be tested.

Please contact the webmaster if there are any uncertainties of: 

a) Anything written in this document

b) What alternatives should be used
c) The use of plug-ins - from the outset we need to know which will be used

Please Note: These guidelines/checklists outline the standards adhered to by TNA when developing front-end code. They may not all be relevant to every online product/system but are intended to be used as a guide to good practice.

Checklists

Technical checklist

	HTML 

	Code with XHTML 1.0 Transitional. Make sure code is clean and simple, avoid redundant or unnecessary tags.
	

	Ensure tags are closed and nested correctly.
	

	Tags and attributes should always be in lowercase.
	

	Make sure all names and IDs in the code are unique (only appear once - this will bear out in validation).
	

	Web content is coded using <div>s and Cascading Style Sheets, not inline styles or tables. (See ‘Tables’ section below).
	

	CSS

	Ensure styles are named sensibly, avoid names like 'redtext', which imply the style for the function will always be red - use functional names like 'alertmessage'.
	

	Pages should linearise logically with CSS turned off.
	

	Inline styles

	Do not use inline styles. If you need to implement different styles for older versions of IE browsers use conditional comments.
	

	Check that all mark-up is semantically correct i.e. tags used in the page are all appropriate for the type of content they encapsulate (e.g. H1's).
	

	Naming conventions (preferred)

	File and folder names need to be relevant and meaningful.
	

	The National Archives website uses ‘default.htm’ rather than ‘index.htm’ for all root files. We also use ‘.htm’ rather than ‘.html’ as a suffix
	

	Use lowercase and wherever separate words are needed use "-" not "_".
	


	Site structure (preferred)

	CSS files should all live in the CSS folder in the root of the website.
	

	Images should live in their own folder within the root images folder i.e. \images\projectname.
	

	PDF, Word or other documents should go in the root folder\documents\
	

	Validation

	Markup code and CSS should validate on the validator at http://validator.w3.org/
	

	Browsers

	· Internet Explorer 8.0 on Microsoft Windows

· Internet Explorer 7.0 on Microsoft Windows

· Internet Explorer 6.0 on Microsoft Windows

· Firefox 3.5 on Microsoft Windows

· Safari on Apple Mac

If the system is to be incorporated into The National Archives web site, the design must be fixed width (not stretchy/fluid) and centered in the browser. All important content, such as navigation should be visible in 1024x768 screen resolution.
	

	Links

	When creating a hyperlink, if the wording of the link does not satisfactorily describe it in the body text, add a “title” attribute to the link with this description.
	

	When linking to a PDF, Word Document, or other media, include a “title” attribute which states what kind of document will be opened, and include the file size in parentheses in the body text.
	

	When linking outside the site, use an absolute path, and include a “title” attribute which states which site the link is going to, and the text: “External website - opens in a new window”.
	


	Frames

	Avoid using frames unless absolutely necessary and agreed with the web team.
	

	Tables

	Only use for tables of data, not for layout. Layout should be coded with <div>s and CSS.
	

	All data tables must use table headers <th> and a summary in the <table> tag. Where appropriate, include caption and scope information.
	

	Make sure the information is logical and readable when the table is linearised.
	

	Forms

	If the user has to perform an action on the page (e.g. submit a form), is it clear what the user should do and how they should do it?
	

	When the user has performed a task (e.g. submit a form), is there obvious feedback? Clear error messages?
	

	Do web forms have accessibility built in (such as labels)?
	

	If the page uses Flash (or other non-text based technology), is there an equivalent alternative HTML transcript?
	


Accessibility checklist

	Global

	Web Content Accessibility Guidelines AA compliant using developer/accessibility browser toolbars.
	

	Test using a screen reader. If a screen reader is not available then use the Firefox extension “Fangs”.
	

	Check contrast of elements using a browser plug-in.
	

	If the page uses Flash (or other non-text based technology), is there an equivalent alternative HTML transcript?
	

	Images

	Alt text for decorative images should be left blank or “null”
	

	Images containing text, should replicate the text in full in the alt text
	

	Charts and graphs need a summary of the trend.
	

	Bullet point images should be placed in the CSS.
	

	Alt text should not be used as tool tips.
	

	Multimedia

	Transcripts should be provided for all audio.
	

	Closed captions and audio description should be provided for appropriate video content.
	

	Flash

	Provide synchronized captions for any audio that conveys content.
	

	Ensure the Flash content is keyboard accessible.
	

	Be consistent (rollovers, links, text etc).
	

	Provide plenty of contrast.
	

	Allow the Flash content to scale to a larger size.
	

	Ensure screen reader accessibility or provide an accessible alternative.
	

	Create content in current version and ensure it is ‘backwards compatible’ with at least one previous version.
	

	PDFs

	The document must contain real text 
	

	The document must be in Tagged PDF format.
	

	The document must be marked up for accessibility.
	


Usability checklist

	Navigation

	Current location within the site is shown clearly.
	

	Navigation is displayed in a consistent fashion.
	

	Major/important parts of the site are directly accessible from the main page.
	

	Site map is provided for large, complex sites.
	

	Easy to use Search function is provided.
	

	Browser back functionality.
	

	Functionality 

	Site accommodates novice to expert users.
	

	Functions are clearly labelled.
	

	Essential functions are available without leaving the site.
	

	Plug-ins are used only if they add value.
	

	User control

	Site reflects user's workflow.
	

	User can cancel any operation.
	

	Clear exit point is provided on every page.
	

	All appropriate browsers are supported.
	

	Language and content 

	Important information and tasks are given prominence.
	

	Information of low relevance or rarely used information is not included.
	

	Related information or tasks are grouped:
(a) on the same page or menu  (b) in the same area within a page
	

	Language is simple, without jargon.
	

	Paragraphs are brief.
	

	Links are concise, expressive, and visible.
	

	Terms are defined.
	

	Online help and user guides

	Site is designed to require minimal help and instructions.
	

	Help and instructions, if needed, are easily accessible.
	

	System and user feedback

	It is always clear what is happening on the site - visual hints, etc.
	

	Users can receive email feedback if necessary.
	

	Users can give feedback via email or a feedback form.
	

	Confirmation screen is provided when form is submitted.
	

	All system feedback is timely.
	

	Users are informed if a plug-in or browser version is required.
	

	Consistency

	The same word or phrase is used consistently to describe an item.
	

	Link reflects the title of the page to which it refers.
	

	Browser page title is meaningful and reflects main page heading.
	

	Error prevention and correction

	Users can rely on recognition, not memory, for successful use of the site.
	

	Site tolerates a reasonable variety of user actions.
	

	Site provides concise instructions for user actions, including entry format.
	

	Error messages are visible, not hidden.
	

	Error messages are in plain language.
	

	Error messages describe actions to remedy a problem.
	

	Error messages provide a clear exit point.
	

	Error messages provide contact details for assistance.
	

	Architectural and visual clarity

	Organised from the user's perspective - based on tasks not information.
	

	Site is easily ‘scannable’.
	

	Design and layout is straightforward and concise.
	

	Design and layout are redundant only when required for user productivity.
	

	White space is sufficient; pages are not too dense.
	

	Unnecessary animation is avoided.
	

	Colours used for visited and unvisited links are easily seen and understood.
	

	Bold and italic text is used sparingly.
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